## Webtop Security Protokoll

* Schwachstelle gefunden: GET-Parameter i sollte immer numerisch sein. Von user können aber auch andere Zeichen eingegeben werden, was zu Problemen führen kann.

Lösung: überprüfen der Variable mittels php Funktion is\_numeric()

* Schwachstelle gefunden: Benutzername und Passwort können Sonderzeichen enthalten. (shell/php Befehle,…)

Lösung: Benutzername/Passwort überprüfen mittels preg\_match funktion. Keine Sonderzeichen erlauben